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Hello CIO,

As we prepare to get ready to secure this network, we are forming a plan to Update Windows and Linux so it doesn’t affect performance too much. Commiting changes on Palo \*may\* affect network performance, but overall it won’t affect it too much to the point of no one disconnecting from anything.

I am getting ready to start making Security Rules on Palo itself to harden our network. I will be blocking IP Spoofing, any scans, setting permitted IP Addresses to Palos MGMT interface, making specific application rules to allow them over, and blocking DMZ to LAN

All of the rules will take an hour maximum. I will be communicating with my team to get the changes done ASAP on their end AKA updating.

Thanks,

Devin Beaver